**YİĞİT ÇAVUŞ İLKOKULU**

**e-Güvenlik Swot Analizi**

|  |  |  |  |
| --- | --- | --- | --- |
| **GÜÇLÜ YÖNLER** | **ZAYIF YÖNLER** | **FIRSATLAR** | **TEHDİTLER** |
| * **Okul binasının fiziki şartlarının iyi olması ve ulaşımının kolay olması** * **Okulumuzun Güvenli İnternet Kullanımı konusu fazlasıyla önemseyen ve bu konuda gerekli önlemleri alan bir kurum olması** * **Okul yönetimi ve çalışanlar arasındaki iletişimin sıcak ve güçlü olması** * **Yeniliklere açık ve gelişen teknolojiye uyum sağlayan, genç, dinamik ve başarılı bir okul olması** | * **Okuma alışkanlığımızın yeterince gelişmemiş olması** * **Okulla az irtibatı olan veliler** * **Bazı velilerin okulla ve öğretmenlerle iletişime daha az geçmesi** * **Güvenli İnternet kullanımı konusunda yeterli bilgilendirme ve uyarılar yapılmasına rağmen az da olsa Siber Zorbalık girişimlerinin olması** * **Okulumuzda yeterince teknik donanımın bulunmaması** | * **Okulumuzun bulunduğu konum itibariyle köye yakın olması, veliler ve öğrenciler tarafından daha güvenli algılanması** * **Ulusal ve Uluslararası E-Twinning projelerinin yürütülmesi** * **Okulumuzun E-SAFETY Label kapsamında etiket çalışmalarının yürütülmesi** * **TÜBİTAK ve TEKNOFEST yarışmaları için öğrencilere proje yürütme ve başvuru imkanının sağlanması** | * **Dershane ve etüt merkezleri gibi kursların önemsenmesi nedeniyle okulun ikinci plana itilmesi** * **Öğrencilerin teknoloji imkanlarını olumsuz yönde kullanma ihtimalleri** * **Öğrencilerde cep telefonu, bilgisayar kullanma ve televizyon izleme alışkanlığının fazla olması** * **İnternet tehditlerinin her geçen gün kendini yenilemesi ve daha cazip hale gelmesi** |